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PMWeb SAML Requirements

Client must have a supported Identity Provider compatible with SAML 2.0 with SHA-1 encryption

PMWeb’s SAML implementation is compatible with ADFS 2.0 , 3.0 and Shibboleth Identity Providers 
using SHA-1 (ADFS is recommended)

Other identity providers can be supported but may require additional configuration at an additional 
charge.

Users created within PMWeb must have a username and email address that matches the 
SAMAccountname and email address being passed in SAML authentication. Multi-Factor Authentication 
would require additional configuration at an additional charge.

Configuration changes due to updates to SAML or encryption after the initial implementation can be 
performed at additional costs. 


